
HOW TO SUBMIT SAAR 
THROUGH AVS



Memo from the Director, Southeast Region Network Enterprise Center-Fort Stewart



• By 20 September 2025, everyone needs to complete the new digital 
SAAR forms and Privilege Access forms (DD2875 SAAR & 
DA7789 PAA) via AVS. If this is not completed by this date the 
users account will be disable.

• ID Card Office Online Work Profile(CIV/MIL) profile must
be updated with current Duty Organization information
prior to submitting AVS request. (CAN TAKE UP TO 48
HOURS FOR UPDATED INFORMATION TO POPULATE IN
AVS).

• https://idco.dmdc.osd.mil/idco

https://idco.dmdc.osd.mil/idco
https://idco.dmdc.osd.mil/idco


Log in to: https://iga.army.mil/identityiq/home.jsf

Click on Submit 
(2875) Baseline 
SAAR Request for 
Self.

https://iga.army.mil/identityiq/home.jsf


Click on Next

Click on either Myself for a self submission or other if you’re 
submitting on behalf of someone.

If you’re submitting on behalf of someone, type in their email 
address information without @army.mil and click on the 
next button.

Click on Next



Click on Next

Your User Account Information is pulled from ID 
Card Office Online. If this information is incorrect 
go to https://idco.dmdc.osd.mil/idco and update 
your MIL profile.

Click on Next

Always select no if you submitting for someone or your 
self.



Choose NIPR

Fill out the justification

Fill out with supervisors
@army.mil email.

MWR ISSO
Wingate, Kerry T Jr.
kerry.t.wingate.naf@army.mil
Brown, Frederick D 
frederick.d.brown38.naf@army.mil

LEAVE THIS SPACE BLANK 

Brigade Security Manager
Mr. Kenneth R. Miller  
kenneth.r.miller80.civ@army
.mil

Cyber awareness training and Army IT user agreement can be completed at : 
https://cs.signal.army.mil

Please provide date for your  
IT User Agreement Date

Please provide date for your 
Cyber Awareness Training 

mailto:frederick.d.brown38.naf@army.mil
mailto:frederick.d.brown38.naf@army.mil
https://cs.signal.army.mil/
https://cs.signal.army.mil/login.asp
https://cs.signal.army.mil/login.asp
https://cs.signal.army.mil/login.asp


You can track your 
request’s by clicking on 
“Track My Requests”

Here is your request 
details where you can 
see where in the chain 
the account request is.

APPROVAL ORDER
SECURITY MANAGER APPROVES ISSO APPROVESSUPERVISOR APPROVES SAAR COMPLETE

Once your SAAR is submitted an email will be sent for approval in the order 
below.



Your AVS SAAR is now complete.

AVS SAAR Request must be 
renewed for the following reasons:
• Upon PCS  to a new duty station.
• Upon renewal of annual 

requirement to sign the 
Acceptable Use Policy (AUP).

• Upon renewal of annual 
requirement to complete Cyber 
Security Awareness training.

• Change of persona type (e.g. .mil 
to .civ; .civ to .ctr; .ctr to .mil; 
etc.).

• Change of last name.
• Upon renewal or extension of 

contracts.

Note: If you require any additional assistance or have 
any questions, please contact Automation personnel.



When you or your supervisor gets an email stating that the 
authorization was approved, follow the next steps to have your 
account created.

Proceed to part 2 only after you receive a notification that your 
authorization was approved



1. Click HERE to access the New 
System Account Request form in 
AESMP

2. Fill-in the mandatory Requestor 
fields with your most applicable 
information.

PART 2. Requesting account creation
This part must be completed by the new account requestor. Use a secondary cac reader to log 
into AESMP, or use a Kiosk image computer in the library.

4. Check this box.

3. Please type *W0VAAA.
and pick United States Army Garrison, 
Fort Stewart

https://www.aesmp.army.mil/csm?id=sc_cat_item_guide&sys_id=385352a397989ed040c7b8021153af6e
https://www.aesmp.army.mil/csm?id=sc_cat_item_guide&sys_id=385352a397989ed040c7b8021153af6e
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5. Scroll down to the Is your 2875 (SAAR) or 7789 (Privileged Access Agreement) completed in 
AVS? and select Yes.
Important: You will NOT be able to proceed with your request until you have fully completed 
and signed DD2875 form in AVS .

6. In the What Army system are you requesting access to? drop-down field select NIPR Account.
7. Click Next.



8. In the Please describe your access need field: Type I am requesting a new NIPR Account.

9. Type the @army.mil email address of your supervisor in the Provide the email for your supervisor field.
Important: It must be an @army.mil address of a user in the Army Global Address List (GAL) and MUST 
contain either .MIL, .CIV, or .NAF.
Example: Firstname.Lastname.CIV@army.mil



10. Type the @army.mil email address of your ISSM or ISSO in the Provide the email address for your ISSM 
(Information System Security Manager) or ISSO (Information System Security Officer) field.
Note: MWR ISSO: kerry.t.wingate.naf@army.mil, frederick.d.brown38.naf@army.mil

11. Optionally, populate the Comments field with any additional information you think may be needed to fulfill 
your request.
Important: Please do not disclose any unnecessary Personally identifiable Information (PII) or any information 
that can be Classified.

Please create an AUDS account and Active Directory account to 
be able to scan.

Fill out with the 
same wording

mailto:kerry.t.wingate.naf@army.mil
mailto:frederick.d.brown38.naf@army.mil


12. Click Submit to complete the request.

13. Upon successful submission you receive a Case number via a green banner at the top of the screen, and 
you will be notified via email when your request has been fulfilled.


	Slide Number 1
	Slide Number 2
	Slide Number 3
	Log in to: https://iga.army.mil/identityiq/home.jsf
	Slide Number 5
	Slide Number 6
	Slide Number 7
	Slide Number 8
	Slide Number 9
	Slide Number 10
	Slide Number 11
	Slide Number 12
	Slide Number 13
	Slide Number 14
	Slide Number 15

